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The Union of Myanmar Federation of Chambers of Commerce and Industry (UMFCCI) has always 

been a representative of the private sector and is a non-governmental organization (NGO). The 

comments for the draft Cyber Security Bill are addressed as follows.  

 

1. The Union of Myanmar Federation of Chambers of Commerce and Industry (UMFCCI) is a 

business-related organization and a federation that has been continuously working for 

the development of the local businesses. As the UMFCCI is not a technology organization, 

it will only comment on the Cyber Security Bill (draft) from the economic point of view.  

 

2. The digital economy around the world is growing rapidly, and Myanmar also needs to 

change and catch up with the rest of the world. Significantly, the digital economy is 

considered beneficial for businesses and consumers during the current COVID-19 period 

and the post-COVID-19 period. Therefore, the Federation has been dedicated to work 

towards a digital economy for rapid transformation of the digital economy in Myanmar. 

A good environment that enables to work freely and creatively and supportive laws are 

crucial for the success and development of the digital economy in Myanmar. 

 

3. When the Federation observed the Cyber Security Bill (draft), there are many complex 

controls, demands, restrictions, prohibitions included for the businesses to operate. 

Although the draft Cyber Security Bill is an essential law, the draft law should be a positive 

law that supports the businesses. If there are many rules which are difficult to follow, they 

can hinder the development as Myanmar is in the transitional period towards digital 

economy. 

 

4. Youths are the key drivers of Myanmar's digital economy and the country's future. It is 

important to support them so that they can freely innovate. Laws that are difficult to 

comply with severely impede youth's innovation and limit the country's development. 

 



5. The requirements and demands proposed in the Cyber Security Bill (draft) pose serious 

challenges for foreign investment. Foreign investors are working in many countries 

around the world and subject to international practices and regulations. Therefore, if it is 

difficult to comply with the Cyber Security Bill (draft), the law can become a major 

obstacle for existing and future foreign investments. 

 

6. The requirements set out in the Cyber Security Bill (draft) are difficult to implement in 

practice. Given the broad scope and wide-ranging effects of the law, it should only be 

passed after taking time to discuss with stakeholders from various sectors, and potential 

implications are properly assessed. Moreover, the UMFCCI objects to this rapid attempt 

to legislate this draft law as it can hinder the growth of the country's digital economy, 

innovation, and challenges for foreign investments.  
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